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STUDY ON CYBER THREAT   

 

 

3485.       SHRI P. KUMAR: 

 

Will the Minister of ELECTRONICS AND INFORMATION TECHNOLOGY be pleased to 

state: 

 

(a) whether any study has been conducted to identify the cyber threats in the country; 

and  

 

(b) if so, the details thereof? 

 

ANSWER 

 

MINISTER OF STATE FOR   ELECTRONICS AND INFORMATION TECHNOLOGY 

(SHRI S.S. AHLUWALIA) 

 

(a) and (b): In tune with the dynamic nature of Information Technology and limited 

window time available for an effective response, continuous efforts are required to be 

made to detect and prevent cyber attacks by way of continuous threat assessment and near 

real-time situational awareness. Such timely information enables coordinated actions by 

the stakeholders to take appropriate proactive and preventive action.  

 

Concerted efforts are made to harvest the requisite information from multiple sources. 

These include incidents reported to and tracked by Indian Computer Emergency 

Response Team (CERT-In), technical measures, security cooperation arrangement with 

overseas Computer Emergency Response Teams (CERTs) and leading security product 

and service vendors as well as agencies within the government. In addition, the study 

reports published by various agencies across the world are also studied to understand the 

historical data with respect to global threat landscape and threat predictions. 
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